MAGAR VFP gﬂjit?zasfejuesztési VFP2 KiberVéd - NIS2 Audit felkészités

ES IPARKAMARA

Tobbfaktoros hitelesités (MFA) milyen esetekben
kotelezo "Alap" biztonsagi osztalyban?

VFP2 KiberVéd - NIS2 Audit felkészités jogi
allasfoglalas 2026/6

VERZIOKOVETES
Verzioszam Datum Moédositotta Moédositasok leirasa
1.0 2026.01.12 Kalman és Els6 kiadott verzid
Tarsai Ugyvédi
Iroda




b MAGYAR VFP Vadllalkozasfejlesztési VFP2 KiberVéd - NIS2 Audit felkészités
KERLSKLDELMI Projekt
ES IPARKAMARA

1. VEZETOI OSSZEFOGLALO

Az ,Alap” biztonsagi osztdlyba sorolt elektronikus informécioés rendszerek esetében a
tobbfaktoros hitelesités (MFA) alkalmazasa a privilegizalt jogosultsdggal rendelkezd fiokok
esetében kotelezd, a nem privilegizalt fiokok (atlagos felhasznalok) esetében opcionalis.

2.  AVIZSGALANDO KERDES

Tobbfaktoros hitelesités (MFA) milyen esetekben kotelezo "Alap" biztonsagi osztalyban?

3. VALASZ

Az ,Alap” biztonsagi osztalyba sorolt elektronikus informacids rendszerek esetében a
tobbfaktoros hitelesités (MFA) alkalmazasa nem minden felhasznalé szamara kotelezo altalanos
jelleggel, azonban a privilegizalt jogosultsaggal rendelkez6 fiokok esetében szigoru eldirasok
vonatkoznak ré.

A jogszabalyi el6irasok alapjan az aldbbi esetek kiillonboztethetok meg:
e A privilegizédlt fiokok (példaul rendszergazdik, kiemelt jogosultsdgu felhasznaldk)
esetében a tobbfaktoros hitelesités alkalmazasa kotelezd az ,,Alap” biztonsagi osztalyban
Is.

e A nem privilegizalt fiokok (atlagos felhasznalok) esetében az ,,Alap” biztonsagi
osztalyban a tobbfaktoros hitelesités alkalmazdsa nem kdotelezd eldiras, azaz opcionalis.

A kovetelményeket a 7/2024. (V1. 24.) MK rendelet 2. melléklete hatdrozza meg a ,,8. Azonosités
és hitelesités” fejezetben.

A rendelet egyértelmiien eldirja, hogy a kiemelt jogosultsdgi hozzaféréseknél mar a
legalacsonyabb biztonsagi szinten is alkalmazni kell a tobbtényezds hitelesitést.

8.3. A szervezet tébbtényezos hitelesitést alkalmaz a privilegizalt
fibkokhoz valé hozzdféréshez. (A, J, M) [7/2024. (VI. 24.) MK rendelet 2.
melléklet 8.3. pont]

A rendelet a normal felhasznaldi fiokok esetében csak a ,Jelentds” és ,,Magas” biztonsagi
osztalyoknal teszi kotelezOvé az MFA hasznélatat. Az ,,Alap” osztalyban nem elvaras.

8.4. A szervezet tobbtényezds hitelesitést alkalmaz a nem privilegizalt
fiokokhoz valé hozzaféréshez. (J, M) [7/2024. (V1. 24.) MK rendelet 2.
melléklet 8.4. pont]

Bar az ,,Alap” szinten a normal felhasznalok szamara nem kotelezé az MFA, a Magyarorszag
kiberbiztonsagarol szolo 2024. évi LXIX. torvény 4ltalanos gondossagi elvei és a
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kockézatmenedzsment szabalyok alapjan a szervezet donthet ugy sajat kockazatelemzése
alapjan, hogy bevezeti azt.

A tavoli hozzaférések tekintetében az ,,Alap” osztalyban a 7/2024. (V1. 24.) MK rendelet 2.
melléklete a 2.100-2.107. pontokban (Tavoli hozzaférés) altalanos védelmet, feliigyeleti és
ellenérzési mechanizmusokat, illetve titkositast ir eld, de nem irja feliil a 8.3. és 8.4. pontok
specifikus rendelkezéseit. Ez azt jelenti, hogy egy ,,Alap” rendszerhez tavolrdl csatlakozo
rendszergazdanak kotelezd az MFA, mig egy tavolrdl csatlakozo atlagos felhasznalonak
jogszabalyilag nem, bar szakmailag erdsen ajanlott ,,Alap” szinten is, a kockazatelemzés alapjan
hozhat6 meg a dontés.

4. FELHASZNALT FORRASOK

o 2024. évi LXIX. torvény a Magyarorszag kiberbiztonsagarol (Kiberbiztonsagi tv.)

e 7/2024. (VI. 24.) MK rendelet a biztonsagi osztalyba sorolas kovetelményeirdl, valamint
az egyes biztonsagi osztalyok esetében alkalmazandé konkrét védelmi intézkedésekrol



